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- ABSTRACT

This contribution presents results from the

" European research project INSIGNIA (IN and

B-ISDN Signalling Integration on ATM Plat-
forms) which undertakes the specification,

‘design, implementation and demonstration of a

Broadband Intelligent Network. INSIGNIA
aims at the provision of an adequate level of
network intelligence for broadband multimedia
and collaboration services by partially reusing
concepts from the ITU-T Intelligent Network
(IN) architecture. ‘

In this paper, the functional architecture of a
Broadband IN and its network elements is
described. Main emphasis is on the newly
introduced functionality which resides in the
Service Switching Point (SSP), and in particu-
lar on session management functions. Object-
oriented techniques are used to obtain a power-
ful model (IN Switching State Model) which
describes the heart of the integrated IN/B-

KEYWORDS:

ISDN architecture. It is shown that the new
functional model provides a viable compromise
between typical IN architecture and a more
abstract, object-oriented view of network
resources. '

Three actual implementations of broadband
switches enhanced with IN capabilities are
developed within INSIGNIA. The Siemens B-
SSP is discussed in more detail with respect to
the benefits of an object-oriented software
development. The main aspects are the nearly
seamless transitions from analysis to high-level
design to low-level design and implementation.
Finally, to investigate the behaviour of the
INSIGNIA network under more realistic traffic
load, a model for the simulation of the Siemens
- B-SSP was developed to study the performance

of the INSIGNIA network with respect to the

demonstrated services.

INTELLIGENT NETWORK, BROADBAND ISDN, SIGNALLING, ATM, SWITCHING STATE
MODEL, SWITCHING SOFTWARE, OBJECT-ORIENTATION, REUSE, TRIAL, SIMULATION,

PERFORMANCE.

1. INTRODUCTION

Broadband networks are being realised
throughout the world using ATM technology
[1]. Currently, ATM wide-area networks are
mainly used for the provision of high-speed
communication links which are maintained over
a relatively long time (permanent virtual con-
nections) and which often carry an aggregation
of diverse traffic (using e.g. the Internet proto-
col suite). With the next step in ATM network

evolution, switched (dialled) virtual connections
are becoming available, leading to the first stage
of Broadband ISDN (B-ISDN). This evolu-
tionary step will enable a much better usage of
the potential of the ATM technology, i.e. indi-
vidual connections with exactly defined Quality
of Service (QoS) properties.

As soon as ATM switched connections will be
made available by network operators in a large
scale, a demand for a new class of applications
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will arise which make optimal use of the new
technology. These applications will incorporate
multimedia in an advanced form, including for
example high-resolution real-time video over
large distances, establishment of multiparty and
multiconnection calls. Therefore, to optimally
realise such applications, the network has to
provide a higher level of intelligence than what
is offered by B-ISDN signalling (Capability Set
1), which is just the establishment of point-to-
point single-media connections between two
parties with fixed attributes for the call lifetime.
So the logical next step after the introduction of
switched connections is the provision of net-
work intelligence in order to adequately support
multimedia services and collaborative work.

This paper presents the results of a European
research project which addresses the intelli-
gence required from broadband networks for
advanced multimedia services. The project
INSIGNIA (IN and B-ISDN Signalling Integra-
tion on ATM Platforms) [3] takes a Broadband
ISDN network (i.e. an ATM network with
switched virtual connections) as its starting
point. It investigates the intelligence functions
required to support typical broadband multi-
media services from the network side. It imple-
ments a prototype of a Broadband Intelligent

Network by reusing as much as possible from

the concepts of the classical “Intelhgent
Network” (IN) architecture [15].

INSIGNIA is a Jomt effort of 14 European
organisations, comprising research institutions,
network operators and “telecommunication
equipment manufacturers The project realises a
trial network infrastructure spread over three
countries of Europe and practically demon-
strates three different kinds of services.

2. SERVICES DEMONSTRATED BY
INSIGNIA

In general, three kinds of services can be sup-
ported or provided by a B-ISDN: Basic network
services, generic IN services and application
services. Since basic network services and
generic IN services are already provided by
narrowband ISDN, the use of B-ISDN for
application services, especially multimedia
applications, ~was primarily investigated. In
particular, the following multimedia appli-
cations supported by application services are
selected to be demonstrated:

e Video-on-Demand service with an IN-based
realisation of a brokerage and gateway
function;

¢ High-end videoconference system with IN-
based conference and connection manage-
ment.

However, the following generic IN service was
demonstrated by a Video Telephony application
to show that the new concepts introduced for
application services will also support the reali-
sation of generic IN services:

e Broadband Virtual Private Network (B-
VPN) service.

A more detailed description of these services
can be found in [12]. The advantages to provide
application services by the network compared
with non-IN application services using only
features provided by the user terminals or by
servers outside the network is discussed in [14]
and [4].

3. FUNCTIONAL ARCHITECTURE FOR
A BROADBAND INTELLIGENT NET-
WORK

.3.1 Network Elements for a Broadband

Intelligent Network

Taking into account the requirements of multi-
media services, the INSIGNIA architecture of a
Broadband IN refines the classical IN [5]. The
main enhancements are:

e In addition to the terms call and bearer con-
nection which are part of the B-ISDN archi-
tecture, the concept of a session is intro-
duced. A session is an association of calls
and connections for the realisation of a
single IN service. This network view of an
IN service is located at the switching net-
work elements; in classical IN terms it
becomes part of the Service Switching Point
(SSP). The functionality of the SSP is
generic and service-independent.

e Services are realised by Service Logic Pro-
grams running on special server computers
called Service Control Points (SCPs) as in
classical IN. The Service Logic Programs
communicate with the SSP on a more
abstract level than in classical IN. Instead of
talking about states in call processing
(Detection  Points), the Service Logic is
formulated in terms of operations on objects
representing abstract call/connection con-
figurations.



¢ For multimedia services, the used end
systems are computers rather than telephone
sets. Therefore, a multimedia service can be
implemented in a distributed manner where
service-specific software resides on the end
systems. In order to free the SCPs from
resource-intensive dialogues with the user,
special network elements are introduced
which carry out multimedia communication
with the user and other service-specific
tasks. To be compliant with IN terminology,
these network elements are called Broad-
band Intelligent  Peripherals  (B-IPs),
although they are significantly different from
the IPs in narrowband networks. Narrow-
band IPs are mainly announcement genera-
tors and digit receivers whereas the Broad-
band IP is based on a general-purpose
computer.

2.2 Functional Architecture of a Broadband
SSp

The ITU-T Recommendations Q.1214 [6] and
Q.1224 [7] identify two functional entities for
the provision of IN switching functionality. The
Call Control Function (CCF) is responsible for
the handling of (B-ISDN) calls in general, i.e.
for IN-calls and non-IN-calls. The Service

Switching Function (SSF) provides the set of
~ functions required for interaction between the
CCF and the Service Logic running on a Service
Control Point (SCP). For this purpose, the CCF
accepts certain instructions from the SSF and is
able to report certain events to the SSF. There is
an abstract model explaining the behaviour of
the CCF in terms of a finite state machine,
which is called the Basic Call State Model
(BCSM). In particular, the BCSM identifies a
number of Detection Points (DPs) to define the
possible event reports towards the SSF.

Figure 1 shows a functional model of a Broad-
band SSP used for INSIGNIA. It is based on the
models defined in ITU-T Recommendations for
IN Capability Set 1 (CS-1) [6] and the Recom-
mendations for IN Capability Set 2 (CS-2) [7].

The main enhancement of the SSF is the capa-
bility to handle sessions. The main component
of the SSF, the IN Switching Manager, main-
tains an object-oriented view of a whole session
and offers this abstraction level to the SCP. The
BCSM model is only valid for the Basic Call
Manager and its interaction with the IN
Switching Manager, but the external communi-
cation of the SSP to the SCP is based on the
object-oriented session model.

toffrom SCP
y
SSP/SCP Information Flows
SSF v
i SCP Access Manager !
IN Events f % IN Instructions
IN Switching
Manager
Call Events T y Call Instructions

Basic Call Manager
(BCM)

1
F Call/Connection Control (CC)

CCF

; Figure 1: SSP Functional Model

INSIGNIA takes an approach to system specifi-
cation which is based on the traditional func-
tional decomposition used in the IN and B-
ISDN standards, but tries to provide a smooth
transition into a modern object-oriented specifi-
cation. As an example, the so-called IN Switch-
ing State Model (IN-SSM) known from classical
IN has been generalised to an object-oriented
session model. Figure 2 shows the class diagram
of the model according to the notation of the
OMT method [9].

Party‘ A owns o
1is_Virtual

Session

joins

is connected by| | owns comprises
Bearer Connection

Status

®
Leg links

Status
C_Plane_Direction
U_Plane_Direction

Figure 2: Object-Oriented Session Model of the
IN-SSM

In the IN-SSM, a session is the representation
of a complex call configuration, as it is seen by
the IN functional entities.

Several parties can join a session. A party can
either be an end user or a network component
(e.g. the SCP), called a virtual party and distin-
guished by the attribute “is_Virtual”. This
allows modelling of SCP-initiated actions, for



example connection establishment, connection
transfer or connection release. One of the
parties joining a session is the session owner, so
at least one party joins a session. During a
session, new parties can be added to or joined
parties can be removed from a session.

Between the parties of a session, bearer
connections can be established. A bearer
connection is composed of several legs. A leg
represents the communication path to a party
which is connected to other parties by a bearer
connection. If a bearer connection contains
exactly two legs, it is a point-to-point connec-
tion. For point-to-multipoint connections each
bearer connection has an association with more
‘than two legs. A leg has two direction attributes:
On the control plane (C_Plane_Direction), it
can be incoming or outgoing (for the SSP), on
the user plane (U_Plane Direction), it can
admit bi-directional traffic or form a unidirec-
tional traffic source or sink.

For more information about the IN-SSM see [2]
and [14].

4. OBJECT-ORIENTED IMPLEMENTA-
TION OF A B-SSP

Within the INSIGNIA project, thiree ‘different
B-SSPs were developed on different platforms.
As example, the following sections describe the
Siemens B-SSP in more detail. Siemens used its
prototype ATM Switch [11] as basis for the
~ Siemens B-SSP. Especially the extension of the
existing embedded, object oriented software
(written in Object-CHILL) will be investigated

4.1 High Level Design

The development of the CCF and SSF func-
tional blocks caused significantly different kinds
of software adaptation. The CCF mainly com-
prises the usual B-ISDN signalling, which was
already implemented in most of the platforms.
Only the introduction of the feature of an SCP-
initiated call was new for the CCF of each plat-
form. Other small adaptations of the CCF were
necessary to provide the CCF/SSF interface.

The design of the SSF, which had to be imple-
mented nearly from the scratch, was eased by
the seamless use of object oriented models from
analysis to design. So the IN-SSM classes could
directly be used for the object-oriented design
of the software.

The software structure of the Siemens B-SSP,
which is shown in figure 8, gives an impression
of the required software modifications. This
figure concentrates on the main new part, the
SSF, and its interfaces to the other software
components. The hatched parts of these
interfacing components indicate that only small
modifications were necessary to integrate the
SSF into the existing software.

Broadband:~ - End System || Adjacent
Service Control Point Switch

T T
BANAP. UNI-Signaling I-NNLSignal'mg
T ]

'CF bscrib System
Admini- Admini- Maintenance
stration i

! Database

I B , Operating System

Broadband - Service Switching Point

Figure 8: Software Structure of the Siemens
B-SSP

Figure 9 shows the object model for the design
of the SSF.

As can be easily seen, the classes of the IN-
SSM are present within the design. Further-
more, some classes had to be added to provide
the functionality of functional blocks of the

SSF: An “SCP Access Manager™-object pro- -
- vides - the - functionality of ‘the “SCP Access
~Manager” functional block for a session, and

the “DP-Manager”-object performs the task of
the “Basic Call Manager” functional block for a

‘specific call.

The interfaces to other software components, as
shown in figure 8, are refined to associations
between objects within the different software
components. The relationship between SCP and
SSF is not shown anymore, because it is realised
implicitly by the communication over the
protocol stack: However, the INAP-Messages,
which are exchanged between SCP and SSP,
appear as methods of the Session class.

Another example for the refinement is the
specialisation of the Bearer Connection class
into a class for user-initiated calls and SCP-
initiated calls.. This reflects the fact that both
kinds of calls are realised differently within the
CCF, but, from the viewpoint of a session, there
are no conceptual differences. Finally, the
description of the IN-SSM classes are extended
by methods and additional attributes for the
design.
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Figure 9: Design of the SSF for the Siemens B-SSP

Figure 10 gives an example of the dynamic
behaviour of the objects, showing the
invocation of methods during the set-up of an
IN call. S

4.2 Low Levei Design

The object-oriented approach was not only used
successfully for the high level design, but it also

' a significant part of the existing software could

be reused. Earlier experiences with reuse at
Siemens . are documented in [11] and [13],
where [13] discusses a very simple IN imple-
mentation which provided a starting point for
the INSIGNIA development. '

Some statistics about software reuse for the
Siemens B-SSP can be found in {14].

provided powerful means for the low level 5. TRIALS 5
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Figure 10: Communication between SSF-objects during the set-up of an IN call



The selected services were practically demon-
strated by a prototype INSIGNIA network
consisting mainly of four B-SSPs connected by
an international ATM network. Besides local
demonstrations, the following international
scenarios were shown within a first trial in
summer 1997:

e Video Telephony using B-VPN with termi-
nals in Madrid and Munich;

e Video on Demand with CPE (Customer
Premises Equipment) in Milano and a Video
" Server in Turin;

e Video Conference with terminals in Berlin,
Munich and Madrid;

Within a second trial, enhancements of these
services and new services will be demonstrated
in the mid of 1998.

‘6. PERFORMANCE MODELLING AND

SIMULATION STUDIES

Besides the demonstration of the INSIGNIA
concepts, INSIGNIA networks and services are
studied for performance issues [8]. To obtain
performance results also for the individual net-
work elements, the behaviour of the Siemens B-
SSP was investigated in more detail. With the
help of a model for the Siemens B-SSP. (figure
11), simulations were performed to investigate

the behaviour of the SSP under certain kinds of

load. This model separates the processing into
different phases. The phase TRIG distributes
external messages to the appropriate phases
responsible for processing these messages.

from external

to calling party to called party

CallCtrl_A

( CallCtul_B

. ConnCtrl

to periphery

Figure 11: Performance Model of the Siemens
B-SSP '

The phase CallCtrl A  performs the

communication with the calling party, whereas
CallCul_B is  responsible  for  the
communication with the called party. ConnCtrl
throughconnects the requested connection
through the switch, and CallCtl_TPC co-
ordinates the two sides of a third party call. The
phases SCP_Acc and SessCtrl represent the SSF
within this model.

As an example, some results of these simula-
tions for different kinds of traffic is presented.
More results can be found in [10].

To show the portion of the IN extension on the
occupancy of the system, the proportions
between the processing time for the different
phases is investigated for having only basic
calls, only VPN-calls (figure 12) and only calls
belonging to Video Conferences.

0.25 T
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Normalized Offered VPN Calls

Figure 12: Proportions of phases for processing
VPN calls ;

The processing of the calling side of ‘a call
occupies most of the processing time for basic
calls. The situation is different for VPN-calls.
Here, the IN-phases (SessCtl and SCP_Acc
together) are superior to all other phases.
Although one reason for this unfavourable
behaviour is the prototypical implementation of
the IN-extension (e.g. a not efficient implemen-
tation for the coding and decoding of the INAP-
messages), this is an indication that the concepts
introduced for supporting complex multimedia
services by IN causes a very high overhead if
these concepts are applied to a simple IN-
service as the VPN. However, the results for the
VC service show that there the IN phases
become less expensive compared with the call
processing phases.

Another kind of performance results are the
mean response times for processing incoming
messages. An important topic for investigation
is the response time needed for processing the
SETUP-message for an IN-call, which results in
the sending of a CALL_PROC message. Figure



13 shows the differences of the response times
for basic calls and VPN-calls. In particular,
many user timers supervising the processing of
the SETUP-message of VPN-calls will expire if
the load exceeds 80% (with respect to the nor-
malisation), whereas basic point to point (PtP)
calls will not cause any timing problems.

7. SUMMARY

This paper has shown an object-oriented
approach towards Broadband Intelligent
Networks. This approach is based on concepts
of existing Narrowband Intelligent Networks,
but provides additionally powerful mechanisms
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to add value to multimedia applications.

o—e VPN-Calls: SETUP->CALL_PROC.
+—+ PiP-Calls: SETUP->CALL_PROC
—-— Timer T303 (4 5)

The INSIGNIA project gives a demonstration
for the practical usability of this approach by
setting up trial networks for a Broadband Intel-
ligent Network providing Broadband IN
services. In addition, the performance of an IN-
based signalling network with INSIGNIA
network elements is studied. INSIGNIA has
already started to submit its results as input for
ITU-T Study Group 11 into IN CS-3
standardisation.

E ]
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& —— b — 4

Normalized Offered VPN Calls

Figure 13: Mean response times for SETUP-
messages
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